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Encryption Key Registration at 
News Organizations

• Scraped data from the MIT PGP key server

• Each key registered to an email at a news org

• Cleaned for duplicates — only earliest key for each 
person counted







What is SecureDrop?

• Platform to enable sources to contact journalists 
securely and anonymously

• Free and open-source software developed and 
maintained by the Freedom of the Press Foundation

• Each instance is an ensemble of computers designed 
to protect sources who wish to speak to the media







Findings on the Use of SecureDrop in 
Newsrooms

• Typical contents of SecureDrop inboxes fall into several 
common categories

• Little variation in methods of newsroom coordination

• Traditional practices of assessment and verification still 
necessary

• Publishers differ on whether to cite SD in stories

• Impact of SecureDrop as reporting tool reported to be strong
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